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CHAIRPERSONS FOREWORD

I have pleasure in presenting the first Annual Report of Causeway 
Coast and Glens Policing and Community Safety Partnership for 2015 
– 2016.

Since its inception in June 2015, Causeway Coast and Glens Policing 
and Community Safety Partnership has successfully delivered its 
functions on policing and community safety for the benefit of the 
local communities across the borough council area.

Our statutory partners have been on board from the outset and have 
helped ensure that initiatives delivered by the PCSP complement 
existing programmes of work and, crucially, avoid duplication.

Operational delivery has been guided by the “Building Safer, Shared and Confident Communities 
Strategy” which sets out the NI Executive’s view in respect of delivering, among other things, a 
reduction in crime and anti-social behavior.

Causeway Coast and Glens Policing and Community Safety Partnership is an example of real 
partnership in practice and I must acknowledge and thank all of our elected, independent and 
statutory members for their commitment and work to date.

In achieving our aims, we recognise the key role that the local community has played and I wish 
to thank all of the many residents who have engaged with us and assisted in the delivery of 
programmes, to make this area a safer place for all.

Causeway Coast and Glens PCSP has endeavoured to build on the work and success of the legacy 
Policing and Community Safety Partnerships in Ballymoney, Coleraine, Limavady and Moyle in 
working with local communities to develop and tailor innovative solutions that meet local needs. 
This document provides a flavor of the important work of the Partnership to date.

Causeway Coast and Glens PCSP is committed to delivering a safer borough for all and we will 
continue to work with our partners and local people around key community safety issues, as well 
as providing statutory oversight on local policing.

Councillor James McCorkell

Chairperson
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Policing and Community Safety Partnership

Causeway Coast & Glens PCSP, established under the Justice Act (Northern Ireland) 2011, has the 
overall purpose of helping to make communities safer and to ensure that the voices of local people 
are heard on policing and community safety issues. The aim is to empower communities to help 
develop solutions that will help tackle crime, fear of crime and anti-social behaviour.

Strategic objectives for Causeway Coast & Glens Policing and Community Safety Partnership are 
as follows:

Strategic Objective 1 – to successfully deliver the functions of the Policing and Community Safety 
Partnership for the area by:

•	 Engaging with local community and statutory groups, to identify local concerns in 
relation to policing and community safety, and to invite their contribution to prioritizing 
and addressing those concerns;

•	 Preparing the PCSP’s plan, and organizing the work of the partnership to meet priority 
needs;

•	 Putting in place implementation structures and delivery mechanisms that will contribute 
to a reduction in crime and the enhancement of policing and community safety in the 
area, directly through the collaborative working of the membership of the Partnership, 
through the work of its delivery groups or through working in partnership with, or 
supporting the work of, others;

•	 Increasing PCSP awareness with the public and key stakeholders by planning 
communications activity to more proactively inform and promote the work of the PCSP.

Strategic Objective 2 – to improve community safety by tackling crime and anti-social behaviour 
through:

•	 Ensuring that local statutory bodies and agencies deal with the anti-social behaviour and 
crime-related issues that matter in their area;

•	 Providing comprehensive community input into decision making processes about 
tackling anti-social behaviour and giving feedback on the effectiveness of interventions;

•	 Identifying and implementing, with support from DoJ, ways to educate communities 
about the realities of anti-social behaviour;

•	 Contributing to delivery of the Community Safety Strategy action plans, and initiatives 
that improve community safety;

•	 Working in partnership with the police, local statutory bodies, agencies and the community 
to reduce the impact of anti-social behaviour and crime on the community.
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Strategic Objective 3 – to support community confidence in policing through:

•	 Ensuring local accountability through the Policing Committee’s role in monitoring police 
performance;

•	 Ensuring that policing delivery reflects the involvement, views and priorities of local 
communities;

•	 The inclusion of initiatives/projects in PCSP plans, aimed directly at meeting the objectives 
of the Northern Ireland Policing Plan;

•	 Ensuring the PCSP Plan identifies priorities for consideration in the development of the 
local Policing Plan which are consistent with the Northern Ireland Policing Plan.

•	 Ensuring improved policing service delivery in partnership with local communities to 
build and strengthen public confidence in policing;

•	 Ensuring effective engagement with the police and the local community, with specific 
emphasis on engagement with young people and disadvantaged communities, 
particularly within Loyalist and Republican areas.

Partnership planning has been cognizant of the strategic objectives set out in the Programme 
for Government, the Northern Ireland Policing Plan and the Northern Ireland Community Safety 
Strategy. 

Causeway Coast & Glens PCSP’s Policing Committee has debated and agreed the local policing 
plan priorities with the Area Commander.

Partnership objectives were achieved through joint working with the public, voluntary, private 
and community sectors at a local level. A wide range of organisations have a role in developing 
programmes and actions that will systematically tackle the underlying causes of crime and anti-
social behaviour, rather than simply dealing with the problems which present.
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Policing and Community Safety Partnership STRUCTURE

Causeway Coast and Glens Policing and Community Safety Partnership consists of 10 elected members 
(3 DUP, 3UUP, 2SF,1SDLP and 1TUV), 9 independent members appointed by Northern Ireland Policing 
Board (NIPB) and statutory organisations appointed via an Assembly designation process, as follows:

•	 The Police Service of Northern Ireland
•	 The Northern Ireland Housing Executive
•	 The Probation Board for Northern Ireland
•	 The Youth Justice Agency of Northern Ireland
•	 Health and Social Care Trusts
•	 Education Authority; and
•	 The Northern Ireland Fire and Rescue Service

The PCSP may also choose to designate local organisations. Outlined below is the structure of 
Causeway Coast and Glens PCSP:

Causeway Coast and Glens PCSP has a Policing Committee consisting of the political and 
independent members who are tasked with functions in respect of monitoring police performance 
and inputting into the local Policing Plan. The Partnership can also establish issue based delivery 
groups as required, on an ad-hoc basis.

Information from consultation coupled with detail from our statutory partners, underpins the 
work of the PCSP going forward.

POLICING BOARD
JOINT COMMITTEE

COUNCIL

PCSP

DEPARTMENT OF JUSTICE 
(DOJ)

POLICING COMMITTEE
OPERATIONAL /DELIVERY 

PARTNERSHIP SUB-GROUPS



7

CAUSEWAY COAST & GLENS PCSP Membership

INDEPENDENT MEMBERS OF PCSP

•	 Miss Leanne Abernethy
•	 Mr Jason Balmer
•	 Ms Roisin Brown
•	 Mrs Sharon Burnett
•	 Mr Rory Donaghy
•	 Mrs Ann McNickle
•	 Mr Anthony McPeake
•	 Mrs Ashleen Schenning
•	 Mrs Caroline White

POLITICAL MEMBERS OF PCSP

•	 Cllr William Blair		  TUV
•	 Ald Frank Campbell 	 DUP
•	 Cllr Brenda Chivers	 SF
•	 Ald Sam Cole		  DUP
•	 Cllr Sandra Hunter	 UUP
•	 Cllr William King		  UUP
•	 Cllr Tony McCaul		  SF
•	 Cllr James McCorkell	 DUP
•	 Ald Tom McKeown	 UUP
•	 Cllr Gerry Mullan		  SDLP

STATUTORY REPRESENTATIVES

Organisation								        Representative
Police Service of Northern Ireland 					     Catherine Magee
Northern Ireland Fire and Rescue Service 				    Jason Craig
Northern Ireland Housing Executive 				    Brendan Doherty
Health and Social Care Trust 						     Joy Hammond
Education Authority 							       Nigel Freeburn
Probation Board for Northern Ireland 				    Janet McClinton
Youth Justice Agency 						      Grainne Keane
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

Last Orders
Causeway Coast and Glens PCSP funded the delivery of Last Orders in post-primary schools across 
the council area. This hard-hitting drama and programme of facilitated workshops targeted year 
10 pupils and explored the themes of alcohol, anti-social behaviour and the consequences and 
impact of risk-taking behaviours.

This educational and preventative programme aimed to help participant pupils explore 
consequences and legalities as well as looking at the physical, mental and emotional impacts of 
such behaviours.

The response from schools across the council area was an overwhelming willingness to engage in 
this initiative which allowed students to discuss important issues in an innovative way within the 
school setting.

Developed by a team of doctors, NSPCC professionals and teachers, “Last Orders” is a professional 
and specialist theatre company production telling the story of three teenagers embarking on an 
alcohol fuelled night out and exploring the disastrous consequences.

Based on true events, the play is written in a hard-hitting yet humorous style. Following the 
performance, an interactive workshop involving cast in-character improvisation allows students 
to explore the themes of anti-social behaviour, illegal purchase, cyber safety and attitudes to risk.
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

Graffiti Scheme

The purpose of the programme is to achieve and 
maintain a graffiti-free environment throughout 
Causeway Coast and Glens Borough Council area 
by acting promptly to remove graffiti on receipt of 
referrals.

The scheme sees an appointed contractor respond 
to incidents of graffiti across the council area 
within a 48 hr period. From commencement of the 
scheme in October 2015 to March 2016, a total of 
12 sites were identified and work undertaken.

Alive & Well

This is a partnership project with Coast aimed 
at elderly and vulnerable residents and includes 
valuable crime prevention and signposting to 
services for older people. This initiative linked 
with Policing Committee for a public meeting 
in Ballymoney where 150 older people got an 
opportunity to meet local police officers and 
ask questions/put concerns to Area Commander 
Superintendent John Magill.
Feedback from these events has been overwhelmingly positive.

There have been 5 Alive and Well events that have taken place throughout the Causeway Coast 
and Glens area during 2015 and early 2016, as follows:

Cushendall:	 140 in attendance
Ballymoney:	 150 in attendance
Limavady:	 190 in attendance
Portstewart:	 20 in attendance
Coleraine:	 170 in attendance
Total: 670 participants.

PCSP issued security equipment to Good Morning Schemes, Elder Care Teams, Age Concern and 
individual residents from across the council area. 
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

Safe Shopping

In the run up to Christmas 2015, Causeway Coast and Glens Policing and Community Safety 
Partnership (PCSP) and the Police Service of Northern Ireland (PSNI) launched a campaign to 
encourage householders to be more aware of opportunistic criminals while shopping for gifts.

 The key message ‘While you’re out shopping, so are they!’ was a timely reminder of the importance 
of locking all doors and windows when not in the house. The campaign also included those who, 
for convenience, shop online and highlighted the importance of taking adequate steps to protect 
from online scams and fraud during this period.
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

2 Fast 2 Soon

A specially modified ‘car crash simulator’ – the first of its kind in Northern Ireland – has been used 
by Causeway Coast and Glens PCSP to educate young people on the issue of dangerous driving.

A modified Peugeot 206 has been kitted out with technology to simulate the experience of being 
in a car crash. The vehicle is unique in its design and has been demonstrated at a variety of youth 
events across the borough council area.

The growing issue of dangerous driving in the Causeway Coast and Glens, like elsewhere in 
Northern Ireland, has seen this innovative PCSP project – funded by the Department of Justice’s 
‘Criminal Confiscation Receipts Fund’ - come to fruition. PSNI Roads Policing is a key partner in 
this youth-facing programme and highly trained officers undertake the engagement and advice 
giving at 2fast2soon events.

In 2015 – 2016, approximately 597 young people experienced this initiative. 

Northern Ireland Fire and Rescue Service has attended many of these events to re-create the scene 
of a serious road traffic collision and allow young people the opportunity to see at first hand the 
consequences of anti-social driving.

Road Safety

Approximately 13,000 9 piece high-vis packs have been issued to every primary school pupil 
across the council area as a harm reduction measure.
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

White Ribbon Campaign

PCSP members supported The White Ribbon Campaign and signed a pledge agreeing never to 
commit, condone or remain silent about domestic abuse and sexual violence in all its forms. This 
campaign acknowledges that domestic violence or abuse are problems that impact on all of us as 
a society and we have to be prepared to play our part in supporting those affected.

The campaign also links to the Safe Place initiative and seeks to ensure the provision of Safe Places in 
communities for anyone affected by domestic violence or abuse, taking a zero tolerance approach. 

Domestic Abuse

In the run up to Christmas 2015, Causeway 
Coast and Glens Policing and Community 
Safety Partnership and PSNI undertook a media 
campaign to raise awareness of domestic 
abuse and encourage reporting.

The campaign entitled “Domestic abuse is 
wrong, pick up the phone and make it stop” was 
aimed at victims and designed to encourage 
the reporting of incidents, re-enforcing the message that there is a way to make it stop. This was 
specifically focused on the run up to Christmas when incidents of domestic abuse tend to spike.
This project also promoted the 24hr Domestic and Sexual Violence helpline, by the issue of 
resources to A&E departments, local health visitors, Ambulance Service, PSNI, Women’s Aid, mental 
health teams and Safe Place participants.
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

ANTI SOCIAL BEHAVIOUR 

Causeway Coast and Glens Policing & Community Safety Partnership produced a leaflet offering 
advice and signposting for those affected by anti-social behaviour in the borough.

Working in partnership with PSNI, Causeway Coast and Glens Borough Council and Northern 
Ireland Housing Executive, the PCSP leaflet explains what anti-social behaviour is and who to 
contact if you believe you are a victim.

The leaflets were made available for collection at Causeway Coast and Glens Borough Council 
offices in Ballycastle, Ballymoney, Coleraine and Limavady, as well as PSNI’s station reception areas 
and also at Housing Executive offices across the council area.

 

Anti-social 
behaviour
Who do I call?

What is anti-social 
behaviour?
The term anti-social behaviour (ASB) is used 
to describe a wide range of inconsiderate and 
nuisance behaviour, such as excessive noise, 
graffiti, littering and disputes with neighbours. 
While this type of behaviour may not, in itself,
be a criminal offence, it can have an effect on
the quality of life of individuals and communities. 
It is therefore important to report your concerns 
about anti-social behaviour you are experiencing 
at an early stage, before a problem appears to
be getting needlessly out of control. 

Anti-social Behaviour 
Who Do I Call?
If you are experiencing a problem with
anti-social behaviour, there are a number of 
agencies that can help. This leaflet provides 
a guide to the issues that each agency is 
responsible for and their contact details.

What information will I need
to provide?
When reporting anti-social behaviour it is useful 
if you can provide as many details as possible 
as these will help to decide the best way to deal 
with your case. These include:

• as much information as possible about the 
incident (location, time, description of those 
involved, if this has happened before); 

• if you are worried about your or your 
 family’s safety; 

• if you think the incident was aggravated
 by any other factors such as sectarian or 

racial abuse, or based on disability; 

• details of any witnesses; 

• the impact the incident has had on you; and 

• your contact details.

Contact for the following:
• Motoring Offences

• Drunken and rowdy behaviour in a public place

• Criminal damage

• Assaults

• Theft

• Intimidation 

• Harassment

• Drug Use/Dealing

• Hate crime

Contact for the following:
• Noisy or disruptive tenants

• Neglected dwellings/gardens

• Use of premises for illegal purposes

• Use of premises for business purposes

• Neighbourhood disputes

Contact for the following:
• Noise nuisance 

• General noise nuisance

• Disputes about high hedges

• Litter and illegal dumping

• Graffiti 

• Fly posting

• Dog fouling

• Dog nuisance

• Stray dogs 

• Abandoned vehicles

Police Service of Northern Ireland 
Non Emergency Number

%	101
 or contact Crimestoppers
%	0800 555 111

Anti-social behaviour - who do I call?

What can the Police do?
The PSNI can investigate complaints about 
criminal behaviours. All complaints will be 
fully investigated and if there is evidence then 
offenders may be prosecuted or cautioned.

In an emergency always call 999.

What can the Housing Executive do?
Anyone can report anti-social behaviour where 
it involves or affects a Housing Executive 
property or its tenant(s). Complaints will be 
fully investigated and the Housing Executive 
will attempt to resolve them promptly. Where 
appropriate, verbal and/or written warnings can 
be issued and, in serious cases, the Housing 
Executive can initiate legal action for possession 
of the property.

What can the Council do?
The Council can provide advice or guidance on 
any of the issues listed above or on any other 
environmental matter affecting your quality of life. 
A variety of enforcement options are available, 
from Fixed Penalty Notices to issuing Abatement 
Notices for noise and waste. Failure to respond
to the initial enforcement action may result
in prosecution.

Northern Ireland Housing Executive

%	0344 8920 900
Causeway Coast and Glens
Borough Council

%	028 7034 7034
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CAUSEWAY COAST & GLENS PCSP PROGRAMME OF INITIATIVES 2015 -2016

Cyber Safe

The Cyber Safe project has been designed to engage parents on the emerging issue of online 
bullying. PCSP targeted parents of post-primary school pupils across the council area via 
dissemination of 12,000 advice booklets, called “Cyber Safe - A Parents Guide”, offering practical 
information and advice as well as signposting.

This poster shows how dangerous ‘sexting’ private 
images can be in the real world. 

Her last picture was supposed to 
be private. When she finished 

with her boyfriend, he decided to 
share it with the world on social 
media. Once you send a ‘private’ 

selfie, it doesn’t belong to you 
anymore!

making Causeway Coast & Glens safer

CYBER BULLYING

In the past, bullying was something 
that happened on the street or in 
school. Now with social networking 
playing such a large part in young 
people’s lives, this generation is more 
likely to be a victim of what has 
become known as cyber bullying.

WHAT IS IT?

Cyber bullying is threatening, lying about, 
stalking or otherwise harassing a person 
online or via other electronic communication 
devices, like a mobile phone. It is becoming a 
bigger problem as more and more people 
spend time on the internet.

A recent OFCOM report claimed that 91 percent 
of all �ve to 15-year-olds used the internet. 13 
percent of nine to 16-year olds say they have 
been bothered or upset by something online in 
the past year. The growth of social networking 
has also contributed to the growing issue of 
cyber bullying. Almost half of young people 
aged between �ve and 15 in the UK have an 
active social networking account.

CYBER SAFE

Limavady PCSP has highlighted cyber bullying as a major issue and is 
taking steps to educate young people and parents on this growing 
problem. The Cyber Safe project has been designed to act as a constant 
visual with important local signposting, helping young people who are 
a�ected by online bullying. Student resources carrying the message 
“Sticks and stones or clicks & phones... online bullying is still wrong” are 
being o�ered for use in post primary schools across the borough and the 
regional college.

The project aims to help young people who may feel isolated and 
vulnerable. More young people have access to the internet and social 
media than ever before, so the potential for cyber bullying is increasing. 
Cyber Safe o�ers a message to those involved in online bullying. It tells 
them that it is REAL bullying, that it is wrong and that it is being tackled by 
police.This lea�et is designed to advise parents on this important issue.

WHY IS CYBER BULLYING SO SERIOUS?
It may seem like cyber bullying is a trivial matter. Even if you believe that 
inperson bullying is a problem, it might seem like there is little damage that can 
be done online. This is far from the truth. Cyber bullying can be even more 
dangerous than in-person incidents:

WHAT YOU NEED TO TELL YOUR CHILDREN

WHAT PARENTS CAN DO

SELF RESPECT: 

Talk to your children about controlling their information. 
They probably already know what information not to give 
out but encourage them to be selective about what they 
share on their wall.
PRIVACY SETTINGS: 
Facebook will show information set as public unless you 
change the settings. ‘Friends only’ is a great choice.
DON’T POST YOUR LOCATION: 
Make it a rule that location is always switched o�.
SET RULES: 
Set rules on what is posted, especially photos.
PRE APPROVE TAGS: 
Facebook allows you to tag people. Make sure your child’s 
settings require pre approval on tags.
HAVE YOUR OWN PAGE: 
This is the best way to learn about Facebook. Ask your 
children to show you how it works.
‘FRIEND’ YOUR CHILDREN: 
When you do this, you can see what they are posting.

TWITTER IS A PUBLIC SPACE: 
Everything posted on Twitter (tweeted) is public and 
viewable by everyone and can easily be re published by 
others.
PROTECT YOUR TWEETS: 
Change your Twitter setting that only followers can view 
what you say. Amazingly, most people don’t do this.
PASSWORD PROTECTION: 
Teach your children never to give out their passwords and to 
always logout if using a shared computer.
BLOCK & IGNORE: If your child receives unwanted or o�ensive 
tweets it is recommended that they block that user and don’t 
give a response.
Remember, many young people have fallen foul of the law 
for saying o�ensive things on Twitter. We read about it every 
week in newspapers. Remind young people to think before 
they tweet.

This service is designed to be used exclusively by anyone who 
has a Blackberry Phone. It allows young people to create or 
join a ‘Group’ and post messages instantly to everyone in that 
group. But do they know everyone who has joined that 
group? There is always a danger they could be sharing 
information with strangers! Depending on the model of the 
phone, BBM also allows group members to share their 
location via GPS. Ensure this is disabled. Instant messaging is 
instant which can cause trauma when young people post 
what they have just seen, eg. an accident, without thinking 
about the consequences of other people �nding out about it 
in a BBM message. This is known to have caused problems in 
some schools in Northern Ireland.

ONLINE GAMING
Should you be concerned about what games your 
child plays online?
The simple answer is YES. The content of the 
game itself should be explored before allowing 
your child to play but you should also be �nding 
out if this game can be played online and who is 
playing with your child. You may not realise that 
the majority of online games also involve a chat 
function. This can be text chat or voice chat. The 
same risks that apply to general chat rooms, 
therefore apply in gaming situations - particularly 
with regard to personal information and 
inappropriate conversations or language.

TOP TIPS
When you buy a game console make sure you ask the 
vender about its online capabilities. Know what the 
equipment is capable of.

Think about the location of the game console. Keep it in a 
common area if possible. A family room is best for 
monitoring and supervision.

Discuss the risks with your child. Don’t wait for something 
to happen before you talk to your child about the 
potential risks of gaming online. Ensure they have 
privacy settings activated and help them to understand 
why this needs to be done.

Gaming sites have ways of reporting abusive chat and 
blocking unwelcome contact from users. Familiarise 
yourself with how the gaming sites work and make sure 
your child knows how to report anything that makes 
them feel uncomfortable. Ensure they know that they 
should report it to you also.

Play the games yourself to test them for appropriateness. 
Games often come with an age rating and while this 
should be used as a guide, you should also test the game 
yourself or play with your child to make sure you are 
happy for them to use it.
 

BUYING A COMPUTER?
Are you buying a computer for one of your children? 
There may be a few things that you want to consider as 
part of the process. Before you hand over the computer, 
as a parent, you already want to have a few things in place 
for your child’s safety and protection.

As part of your purchase, are you receiving antivirus and 
parental control software? These are vital for keeping 
both your child and computer safe. Many new computers 
come with Anti Virus but most will not have parental 
control. Having parental control on your computer allows 
you to block or �lter access to certain sites that may 
contain content that you don’t wish your child to see. 
They can also report to you exactly what your child is 
searching for online and monitor instant messages and 
social newtorking sites. This software can also be used on 
mobile phones. Your internet service provider might 
supply software as part of your deal, and most will allow 
you to have control over what devices can connect to the 
internet and set limits to the times when access can be 
gained. Another simple step is to change the setting on 
your selected search engines to limit access to 
inappropriate content. Most search engines, including 
Google and Bing will allow you to do this, but you will 
have to change the default setting.

Once your child has received the computer, it is important 
to consider where in the home they will be using it. 
Statistics show that your child is more at risk to people 
who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.
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Useful websites and Telephone numbers for help:
 

www.childline.org.uk
Tel: 0800 1111

 
www.nspcc.org.uk  

O2 & NSPCC - Online Safety Helpline 
Tel: 0808 800 5002

 
www.thinkuknow.co.uk

 
www.getsafeonline.org 

 
www.ceop.police.uk

 
www.saferinternet.org.uk

 
www.childnet.com

 
www.bullying.co.uk

CYBER BULLYING

In the past, bullying was something 
that happened on the street or in 
school. Now with social networking 
playing such a large part in young 
people’s lives, this generation is more 
likely to be a victim of what has 
become known as cyber bullying.

WHAT IS IT?

Cyber bullying is threatening, lying about, 
stalking or otherwise harassing a person 
online or via other electronic communication 
devices, like a mobile phone. It is becoming a 
bigger problem as more and more people 
spend time on the internet.

A recent OFCOM report claimed that 91 percent 
of all �ve to 15-year-olds used the internet. 13 
percent of nine to 16-year olds say they have 
been bothered or upset by something online in 
the past year. The growth of social networking 
has also contributed to the growing issue of 
cyber bullying. Almost half of young people 
aged between �ve and 15 in the UK have an 
active social networking account.

CYBER SAFE

Limavady PCSP has highlighted cyber bullying as a major issue and is 
taking steps to educate young people and parents on this growing 
problem. The Cyber Safe project has been designed to act as a constant 
visual with important local signposting, helping young people who are 
a�ected by online bullying. Student resources carrying the message 
“Sticks and stones or clicks & phones... online bullying is still wrong” are 
being o�ered for use in post primary schools across the borough and the 
regional college.

The project aims to help young people who may feel isolated and 
vulnerable. More young people have access to the internet and social 
media than ever before, so the potential for cyber bullying is increasing. 
Cyber Safe o�ers a message to those involved in online bullying. It tells 
them that it is REAL bullying, that it is wrong and that it is being tackled by 
police.This lea�et is designed to advise parents on this important issue.

WHY IS CYBER BULLYING SO SERIOUS?
It may seem like cyber bullying is a trivial matter. Even if you believe that 
inperson bullying is a problem, it might seem like there is little damage that can 
be done online. This is far from the truth. Cyber bullying can be even more 
dangerous than in-person incidents:

WHAT YOU NEED TO TELL YOUR CHILDREN

WHAT PARENTS CAN DO

SELF RESPECT: 

Talk to your children about controlling their information. 
They probably already know what information not to give 
out but encourage them to be selective about what they 
share on their wall.
PRIVACY SETTINGS: 
Facebook will show information set as public unless you 
change the settings. ‘Friends only’ is a great choice.
DON’T POST YOUR LOCATION: 
Make it a rule that location is always switched o�.
SET RULES: 
Set rules on what is posted, especially photos.
PRE APPROVE TAGS: 
Facebook allows you to tag people. Make sure your child’s 
settings require pre approval on tags.
HAVE YOUR OWN PAGE: 
This is the best way to learn about Facebook. Ask your 
children to show you how it works.
‘FRIEND’ YOUR CHILDREN: 
When you do this, you can see what they are posting.

TWITTER IS A PUBLIC SPACE: 
Everything posted on Twitter (tweeted) is public and 
viewable by everyone and can easily be re published by 
others.
PROTECT YOUR TWEETS: 
Change your Twitter setting that only followers can view 
what you say. Amazingly, most people don’t do this.
PASSWORD PROTECTION: 
Teach your children never to give out their passwords and to 
always logout if using a shared computer.
BLOCK & IGNORE: If your child receives unwanted or o�ensive 
tweets it is recommended that they block that user and don’t 
give a response.
Remember, many young people have fallen foul of the law 
for saying o�ensive things on Twitter. We read about it every 
week in newspapers. Remind young people to think before 
they tweet.

This service is designed to be used exclusively by anyone who 
has a Blackberry Phone. It allows young people to create or 
join a ‘Group’ and post messages instantly to everyone in that 
group. But do they know everyone who has joined that 
group? There is always a danger they could be sharing 
information with strangers! Depending on the model of the 
phone, BBM also allows group members to share their 
location via GPS. Ensure this is disabled. Instant messaging is 
instant which can cause trauma when young people post 
what they have just seen, eg. an accident, without thinking 
about the consequences of other people �nding out about it 
in a BBM message. This is known to have caused problems in 
some schools in Northern Ireland.

ONLINE GAMING
Should you be concerned about what games your 
child plays online?
The simple answer is YES. The content of the 
game itself should be explored before allowing 
your child to play but you should also be �nding 
out if this game can be played online and who is 
playing with your child. You may not realise that 
the majority of online games also involve a chat 
function. This can be text chat or voice chat. The 
same risks that apply to general chat rooms, 
therefore apply in gaming situations - particularly 
with regard to personal information and 
inappropriate conversations or language.

TOP TIPS
When you buy a game console make sure you ask the 
vender about its online capabilities. Know what the 
equipment is capable of.

Think about the location of the game console. Keep it in a 
common area if possible. A family room is best for 
monitoring and supervision.

Discuss the risks with your child. Don’t wait for something 
to happen before you talk to your child about the 
potential risks of gaming online. Ensure they have 
privacy settings activated and help them to understand 
why this needs to be done.

Gaming sites have ways of reporting abusive chat and 
blocking unwelcome contact from users. Familiarise 
yourself with how the gaming sites work and make sure 
your child knows how to report anything that makes 
them feel uncomfortable. Ensure they know that they 
should report it to you also.

Play the games yourself to test them for appropriateness. 
Games often come with an age rating and while this 
should be used as a guide, you should also test the game 
yourself or play with your child to make sure you are 
happy for them to use it.

 
BUYING A COMPUTER?
Are you buying a computer for one of your children? 
There may be a few things that you want to consider as 
part of the process. Before you hand over the computer, 
as a parent, you already want to have a few things in place 
for your child’s safety and protection.

As part of your purchase, are you receiving antivirus and 
parental control software? These are vital for keeping 
both your child and computer safe. Many new computers 
come with Anti Virus but most will not have parental 
control. Having parental control on your computer allows 
you to block or �lter access to certain sites that may 
contain content that you don’t wish your child to see. 
They can also report to you exactly what your child is 
searching for online and monitor instant messages and 
social newtorking sites. This software can also be used on 
mobile phones. Your internet service provider might 
supply software as part of your deal, and most will allow 
you to have control over what devices can connect to the 
internet and set limits to the times when access can be 
gained. Another simple step is to change the setting on 
your selected search engines to limit access to 
inappropriate content. Most search engines, including 
Google and Bing will allow you to do this, but you will 
have to change the default setting.

Once your child has received the computer, it is important 
to consider where in the home they will be using it. 
Statistics show that your child is more at risk to people 
who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.

CYBER BULLYING

In the past, bullying was something 
that happened on the street or in 
school. Now with social networking 
playing such a large part in young 
people’s lives, this generation is more 
likely to be a victim of what has 
become known as cyber bullying.

WHAT IS IT?

Cyber bullying is threatening, lying about, 
stalking or otherwise harassing a person 
online or via other electronic communication 
devices, like a mobile phone. It is becoming a 
bigger problem as more and more people 
spend time on the internet.

A recent OFCOM report claimed that 91 percent 
of all �ve to 15-year-olds used the internet. 13 
percent of nine to 16-year olds say they have 
been bothered or upset by something online in 
the past year. The growth of social networking 
has also contributed to the growing issue of 
cyber bullying. Almost half of young people 
aged between �ve and 15 in the UK have an 
active social networking account.

CYBER SAFE

Limavady PCSP has highlighted cyber bullying as a major issue and is 
taking steps to educate young people and parents on this growing 
problem. The Cyber Safe project has been designed to act as a constant 
visual with important local signposting, helping young people who are 
a�ected by online bullying. Student resources carrying the message 
“Sticks and stones or clicks & phones... online bullying is still wrong” are 
being o�ered for use in post primary schools across the borough and the 
regional college.

The project aims to help young people who may feel isolated and 
vulnerable. More young people have access to the internet and social 
media than ever before, so the potential for cyber bullying is increasing. 
Cyber Safe o�ers a message to those involved in online bullying. It tells 
them that it is REAL bullying, that it is wrong and that it is being tackled by 
police.This lea�et is designed to advise parents on this important issue.

WHY IS CYBER BULLYING SO SERIOUS?
It may seem like cyber bullying is a trivial matter. Even if you believe that 
inperson bullying is a problem, it might seem like there is little damage that can 
be done online. This is far from the truth. Cyber bullying can be even more 
dangerous than in-person incidents:

WHAT YOU NEED TO TELL YOUR CHILDREN

WHAT PARENTS CAN DO

SELF RESPECT: 

Talk to your children about controlling their information. 
They probably already know what information not to give 
out but encourage them to be selective about what they 
share on their wall.
PRIVACY SETTINGS: 
Facebook will show information set as public unless you 
change the settings. ‘Friends only’ is a great choice.
DON’T POST YOUR LOCATION: 
Make it a rule that location is always switched o�.
SET RULES: 
Set rules on what is posted, especially photos.
PRE APPROVE TAGS: 
Facebook allows you to tag people. Make sure your child’s 
settings require pre approval on tags.
HAVE YOUR OWN PAGE: 
This is the best way to learn about Facebook. Ask your 
children to show you how it works.
‘FRIEND’ YOUR CHILDREN: 
When you do this, you can see what they are posting.

TWITTER IS A PUBLIC SPACE: 
Everything posted on Twitter (tweeted) is public and 
viewable by everyone and can easily be re published by 
others.
PROTECT YOUR TWEETS: 
Change your Twitter setting that only followers can view 
what you say. Amazingly, most people don’t do this.
PASSWORD PROTECTION: 
Teach your children never to give out their passwords and to 
always logout if using a shared computer.
BLOCK & IGNORE: If your child receives unwanted or o�ensive 
tweets it is recommended that they block that user and don’t 
give a response.
Remember, many young people have fallen foul of the law 
for saying o�ensive things on Twitter. We read about it every 
week in newspapers. Remind young people to think before 
they tweet.

This service is designed to be used exclusively by anyone who 
has a Blackberry Phone. It allows young people to create or 
join a ‘Group’ and post messages instantly to everyone in that 
group. But do they know everyone who has joined that 
group? There is always a danger they could be sharing 
information with strangers! Depending on the model of the 
phone, BBM also allows group members to share their 
location via GPS. Ensure this is disabled. Instant messaging is 
instant which can cause trauma when young people post 
what they have just seen, eg. an accident, without thinking 
about the consequences of other people �nding out about it 
in a BBM message. This is known to have caused problems in 
some schools in Northern Ireland.
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The simple answer is YES. The content of the 
game itself should be explored before allowing 
your child to play but you should also be �nding 
out if this game can be played online and who is 
playing with your child. You may not realise that 
the majority of online games also involve a chat 
function. This can be text chat or voice chat. The 
same risks that apply to general chat rooms, 
therefore apply in gaming situations - particularly 
with regard to personal information and 
inappropriate conversations or language.

TOP TIPS
When you buy a game console make sure you ask the 
vender about its online capabilities. Know what the 
equipment is capable of.

Think about the location of the game console. Keep it in a 
common area if possible. A family room is best for 
monitoring and supervision.

Discuss the risks with your child. Don’t wait for something 
to happen before you talk to your child about the 
potential risks of gaming online. Ensure they have 
privacy settings activated and help them to understand 
why this needs to be done.

Gaming sites have ways of reporting abusive chat and 
blocking unwelcome contact from users. Familiarise 
yourself with how the gaming sites work and make sure 
your child knows how to report anything that makes 
them feel uncomfortable. Ensure they know that they 
should report it to you also.

Play the games yourself to test them for appropriateness. 
Games often come with an age rating and while this 
should be used as a guide, you should also test the game 
yourself or play with your child to make sure you are 
happy for them to use it.
 

BUYING A COMPUTER?
Are you buying a computer for one of your children? 
There may be a few things that you want to consider as 
part of the process. Before you hand over the computer, 
as a parent, you already want to have a few things in place 
for your child’s safety and protection.

As part of your purchase, are you receiving antivirus and 
parental control software? These are vital for keeping 
both your child and computer safe. Many new computers 
come with Anti Virus but most will not have parental 
control. Having parental control on your computer allows 
you to block or �lter access to certain sites that may 
contain content that you don’t wish your child to see. 
They can also report to you exactly what your child is 
searching for online and monitor instant messages and 
social newtorking sites. This software can also be used on 
mobile phones. Your internet service provider might 
supply software as part of your deal, and most will allow 
you to have control over what devices can connect to the 
internet and set limits to the times when access can be 
gained. Another simple step is to change the setting on 
your selected search engines to limit access to 
inappropriate content. Most search engines, including 
Google and Bing will allow you to do this, but you will 
have to change the default setting.

Once your child has received the computer, it is important 
to consider where in the home they will be using it. 
Statistics show that your child is more at risk to people 
who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.

CYBER 
BULLYING IS 

REAL BULLYING.
DON’T DO IT! 

DON’T ALLOW IT!

STICKS & STONES
OR CLICKS & PHONES…
ONLINE BULLYING IS
STILL WRONG.

“One of the major 
issues facing the 
dangerous trend of 
Cyber Bullying is the 
fact that many parents, 
educators and children 
cannot exactly put a 
clear cut de�nition of 
what is cyber bullying 
and what it entails” - 
NoBullying.com

2 36 7

CYBER BULLYING

In the past, bullying was something 
that happened on the street or in 
school. Now with social networking 
playing such a large part in young 
people’s lives, this generation is more 
likely to be a victim of what has 
become known as cyber bullying.

WHAT IS IT?

Cyber bullying is threatening, lying about, 
stalking or otherwise harassing a person 
online or via other electronic communication 
devices, like a mobile phone. It is becoming a 
bigger problem as more and more people 
spend time on the internet.

A recent OFCOM report claimed that 91 percent 
of all �ve to 15-year-olds used the internet. 13 
percent of nine to 16-year olds say they have 
been bothered or upset by something online in 
the past year. The growth of social networking 
has also contributed to the growing issue of 
cyber bullying. Almost half of young people 
aged between �ve and 15 in the UK have an 
active social networking account.

CYBER SAFE

Limavady PCSP has highlighted cyber bullying as a major issue and is 
taking steps to educate young people and parents on this growing 
problem. The Cyber Safe project has been designed to act as a constant 
visual with important local signposting, helping young people who are 
a�ected by online bullying. Student resources carrying the message 
“Sticks and stones or clicks & phones... online bullying is still wrong” are 
being o�ered for use in post primary schools across the borough and the 
regional college.

The project aims to help young people who may feel isolated and 
vulnerable. More young people have access to the internet and social 
media than ever before, so the potential for cyber bullying is increasing. 
Cyber Safe o�ers a message to those involved in online bullying. It tells 
them that it is REAL bullying, that it is wrong and that it is being tackled by 
police.This lea�et is designed to advise parents on this important issue.

WHY IS CYBER BULLYING SO SERIOUS?
It may seem like cyber bullying is a trivial matter. Even if you believe that 
inperson bullying is a problem, it might seem like there is little damage that can 
be done online. This is far from the truth. Cyber bullying can be even more 
dangerous than in-person incidents:

WHAT YOU NEED TO TELL YOUR CHILDREN

WHAT PARENTS CAN DO

SELF RESPECT: 

Talk to your children about controlling their information. 
They probably already know what information not to give 
out but encourage them to be selective about what they 
share on their wall.
PRIVACY SETTINGS: 
Facebook will show information set as public unless you 
change the settings. ‘Friends only’ is a great choice.
DON’T POST YOUR LOCATION: 
Make it a rule that location is always switched o�.
SET RULES: 
Set rules on what is posted, especially photos.
PRE APPROVE TAGS: 
Facebook allows you to tag people. Make sure your child’s 
settings require pre approval on tags.
HAVE YOUR OWN PAGE: 
This is the best way to learn about Facebook. Ask your 
children to show you how it works.
‘FRIEND’ YOUR CHILDREN: 
When you do this, you can see what they are posting.

TWITTER IS A PUBLIC SPACE: 
Everything posted on Twitter (tweeted) is public and 
viewable by everyone and can easily be re published by 
others.
PROTECT YOUR TWEETS: 
Change your Twitter setting that only followers can view 
what you say. Amazingly, most people don’t do this.
PASSWORD PROTECTION: 
Teach your children never to give out their passwords and to 
always logout if using a shared computer.
BLOCK & IGNORE: If your child receives unwanted or o�ensive 
tweets it is recommended that they block that user and don’t 
give a response.
Remember, many young people have fallen foul of the law 
for saying o�ensive things on Twitter. We read about it every 
week in newspapers. Remind young people to think before 
they tweet.

This service is designed to be used exclusively by anyone who 
has a Blackberry Phone. It allows young people to create or 
join a ‘Group’ and post messages instantly to everyone in that 
group. But do they know everyone who has joined that 
group? There is always a danger they could be sharing 
information with strangers! Depending on the model of the 
phone, BBM also allows group members to share their 
location via GPS. Ensure this is disabled. Instant messaging is 
instant which can cause trauma when young people post 
what they have just seen, eg. an accident, without thinking 
about the consequences of other people �nding out about it 
in a BBM message. This is known to have caused problems in 
some schools in Northern Ireland.

ONLINE GAMING
Should you be concerned about what games your 
child plays online?
The simple answer is YES. The content of the 
game itself should be explored before allowing 
your child to play but you should also be �nding 
out if this game can be played online and who is 
playing with your child. You may not realise that 
the majority of online games also involve a chat 
function. This can be text chat or voice chat. The 
same risks that apply to general chat rooms, 
therefore apply in gaming situations - particularly 
with regard to personal information and 
inappropriate conversations or language.

TOP TIPS
When you buy a game console make sure you ask the 
vender about its online capabilities. Know what the 
equipment is capable of.

Think about the location of the game console. Keep it in a 
common area if possible. A family room is best for 
monitoring and supervision.

Discuss the risks with your child. Don’t wait for something 
to happen before you talk to your child about the 
potential risks of gaming online. Ensure they have 
privacy settings activated and help them to understand 
why this needs to be done.

Gaming sites have ways of reporting abusive chat and 
blocking unwelcome contact from users. Familiarise 
yourself with how the gaming sites work and make sure 
your child knows how to report anything that makes 
them feel uncomfortable. Ensure they know that they 
should report it to you also.

Play the games yourself to test them for appropriateness. 
Games often come with an age rating and while this 
should be used as a guide, you should also test the game 
yourself or play with your child to make sure you are 
happy for them to use it.
 

BUYING A COMPUTER?
Are you buying a computer for one of your children? 
There may be a few things that you want to consider as 
part of the process. Before you hand over the computer, 
as a parent, you already want to have a few things in place 
for your child’s safety and protection.

As part of your purchase, are you receiving antivirus and 
parental control software? These are vital for keeping 
both your child and computer safe. Many new computers 
come with Anti Virus but most will not have parental 
control. Having parental control on your computer allows 
you to block or �lter access to certain sites that may 
contain content that you don’t wish your child to see. 
They can also report to you exactly what your child is 
searching for online and monitor instant messages and 
social newtorking sites. This software can also be used on 
mobile phones. Your internet service provider might 
supply software as part of your deal, and most will allow 
you to have control over what devices can connect to the 
internet and set limits to the times when access can be 
gained. Another simple step is to change the setting on 
your selected search engines to limit access to 
inappropriate content. Most search engines, including 
Google and Bing will allow you to do this, but you will 
have to change the default setting.

Once your child has received the computer, it is important 
to consider where in the home they will be using it. 
Statistics show that your child is more at risk to people 
who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.

Sites to check out
www.thinkuknow.co.uk
www.getsafeonline.org
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The simple answer is YES. The content of the 
game itself should be explored before allowing 

out if this game can be played online and who is 
playing with your child. You may not realise that 
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equipment is capable of.
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to happen before you talk to your child about the 
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privacy settings activated and help them to understand 
why this needs to be done.

Gaming sites have ways of reporting abusive chat and 
blocking unwelcome contact from users. Familiarise 
yourself with how the gaming sites work and make sure 
your child knows how to report anything that makes 
them feel uncomfortable. Ensure they know that they 
should report it to you also.

Play the games yourself to test them for appropriateness. 
Games often come with an age rating and while this 
should be used as a guide, you should also test the game 
yourself or play with your child to make sure you are 
happy for them to use it.
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control. Having parental control on your computer allows 

contain content that you don’t wish your child to see. 
They can also report to you exactly what your child is 
searching for online and monitor instant messages and 
social newtorking sites. This software can also be used on 
mobile phones. Your internet service provider might 
supply software as part of your deal, and most will allow 
you to have control over what devices can connect to the 
internet and set limits to the times when access can be 
gained. Another simple step is to change the setting on 
your selected search engines to limit access to 
inappropriate content. Most search engines, including 
Google and Bing will allow you to do this, but you will 
have to change the default setting.

Once your child has received the computer, it is important 
to consider where in the home they will be using it. 
Statistics show that your child is more at risk to people 
who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.
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www.thinkuknow.co.uk
www.getsafeonline.org
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part of the process. Before you hand over the computer, 
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to consider where in the home they will be using it. 
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who may wish to abuse, exploit or bully them, if they use 
the computer in their own bedroom, especially if they 
have access to a webcam.
A simple measure to implement is to limit webcam access 
within the home to a computer sited in a family room. The 
most important step in keeping your child safe online is 
for you as a parent to instruct your child how to stay safe 
online and take an active interest in what they are doing 
on the computer.
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In the past, bullying was something 
that happened on the street or in 
school. Now with social networking 
playing such a large part in young 
people’s lives, this generation is more 
likely to be a victim of what has 
become known as cyber bullying.

WHAT IS IT?

Cyber bullying is threatening, lying about, 
stalking or otherwise harassing a person 
online or via other electronic communication 
devices, like a mobile phone. It is becoming a 
bigger problem as more and more people 
spend time on the internet.

A recent OFCOM report claimed that 91 percent 

percent of nine to 16-year olds say they have 
been bothered or upset by something online in 
the past year. The growth of social networking 
has also contributed to the growing issue of 
cyber bullying. Almost half of young people 

active social networking account.

CYBER SAFE

Causeway Coast & Glens PCSP has highlighted cyber bullying as a major issue
and is taking steps to educate young people and parents on this growing 
problem. The Cyber Safe project has been designed to act as a constant 
visual with important local signposting, helping young people who are 

“Sticks and stones or clicks & phones... online bullying is still wrong” are
being o�ered for use in post primary schools and regional colleges across 
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The project aims to help young people who may feel isolated and 
vulnerable. More young people have access to the internet and social 
media than ever before, so the potential for cyber bullying is increasing. 
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Drug Dealers Don’t Care… Do You?

The ‘Drug Dealers Don’t Care, Do You?’ campaign was developed by the Policing and Community 

Safety Partnership (PCSP) and Crimestoppers and displayed on billboards, buses and bus shelters 

across Causeway Coast and Glens, as well as on radio. A viral video was accessible online and on 

social media and was complemented by an extensive TV campaign. The project highlighted the 

fact that, very often, individual members of a community have the knowledge which could help 

tackle the increasing problem of both illegal drugs and ‘legal highs’, in the hope of encouraging 

more people to report drug-related activity in 

their area. The campaign also examined the 

devastating impact of drugs on communities and 

families. This campaign was run simultaneously 

by PCSP’s across Northern Ireland.
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Neighbourhood Watch

Causeway Coast and Glens PCSP held a series of Neighbourhood Watch Co-ordinator networking 
meetings across the area to engage with the 54 schemes that operate in the borough and to 
encourage the setting up of new Neighbourhood Watch schemes locally. The project also included 
a quarterly Neighbourhood Watch newsletter which is distributed to 6,000 homes and contains 
important advice on PCSP and PSNI initiatives, as well as up to date information on issues of 
concern and contact details.
Neighbourhood Watch aims to help people protect themselves and their property and to reduce 
fear of crime by improving home security, promoting greater vigilance among residents in an 
area, fostering community spirit and improving local environments.
These meetings also provide PCSP and PSNI with important engagement opportunities with local 
communities on issues of concern.

NEIGHBOURHOOD WATCH NEWSLETTER: Edition 1 – Winter 2015/16

Neighbourhood Watch is 
a partnership between local 
communities, Police and Policing 
& Community Safety Partnerships 
(PCSPs) which aims to help people 
protect themselves and their property, 
and to reduce the fear of crime.
Neighbourhood Watch can make  
a real difference to people’s lives! 

WHAT ARE THE BENEFITS?
  Provides a visible sign that 
members of a community are 
looking out for each other.

  Offers regular, accessible and 
timely sharing of information and 
concerns with police and other 
relevant agencies to allow actions 
to be taken when problems arise.
  Builds community spirit and 
confidence to deal collectively 
with problems.

  Provides opportunities to get 
relevant home security advice 
and information.

  Prevents crime and reduces the 
fear of crime.

  Gives a better quality of life – 
communities feel safer.

  Some insurance companies offer 
discounts to householders within 
a Neighbourhood Watch area.

What exactly is 
Neighbourhood Watch? 

The desire and need for 
the establishment of 
Neighbourhood Watch areas 
is identified and developed 
by local communities who 
are supported by each of the 
partners, this process starts 
with a community meeting. 
When community support 
for the establishment of a 
scheme has been obtained, 
the community identifies at 
least one Neighbourhood 
Watch co-ordinator for the 
area to be covered by the 
scheme. All residents within 
the designated area should be 
notified of the proposal and 
asked to register their interest 
particularly as everyone within 
a Neighbourhood Watch area 
plays an important part in 
making their neighbourhood 
a safer, more friendly and 
pleasant place to live.
The Neighbourhood Watch  
Co-ordinators act as a link 
between the community and 
local police. Their main role is to:

  Act as first point of 
contact for all members of 
the scheme; and

  Receive and distribute 
information.

How does the 
scheme work?

How can I get involved?

86% of people who live 
in a Neighbourhood 

Watch area expressed that they 
feel very or quite safe in the local 

community and almost all schemes 
reported that crime and antisocial 
behaviour had decreased since the 

establishment of the scheme. 
(source: Neighbourhood Watch Evaluation 

Survey, July 2012, commissioned  
by NIPB & DOJ & PSNI)

If you do not have a Neighbourhood Watch scheme where you live,  
why not start one? The process is not difficult and there are many 
benefits. To find out more, please contact the PCSP, and you can also 
find out more about the scheme by contacting the PSNI. You will find 
contact details on the back page of this publication, or you can go 
online to: www.nidirect.gov.uk/neighbourhood-watch

NEIGHBOURHOOD WATCH NEWSLETTER

This first edition of the Causeway Coast 
and Glens Policing and Community 
Safety Partnership’s Neighbourhood 
Watch Newsletter has been issued to 
coincide with the Christmas and New 
Year period. You’ll notice we’ve added 
some crime prevention advice which is 
particularly relevant at this time of year.

The Causeway Coast and Glens PCSP was 
established in June 2015 and replaces 
the legacy PCSPs in Coleraine, Limavady, 
Moyle and Ballymoney under which 
many of the current Neighbourhood 
Watch schemes developed. Such 
schemes bring great value to the local 
area and it is our aim to encourage 
and support the further growth of 
Neighbourhood Watch, as it is a very 
effective way of making a real difference 
to levels of crime and fear of crime 
within local communities. I would like 
to take this opportunity to urge anyone 
who may be interested in starting a 
scheme in their local area to get in touch 
for more information.

Much of this edition has been dedicated 
to ensuring that you have up to date 
local information and contact numbers 
in relation to Policing & Community 
Safety, including details of who you can 
contact should you have any community 
safety or Policing concerns in your area. 
Additionally we have provided contact 
details for a number of organisations 
who can provide expert advice should 
you or someone you know need it.

Whatever your resolutions as we 
approach the New Year, we hope that the 
tips, advice and contact details provided 
in this issue will help you to become 
more vigilant and proactive at keeping 
yourselves, your property and your 
communities safer.

Wishing you a happy and safe  
Christmas and 2016!

WELCOME
From Causeway Coast & Glens PCSP 
Chair, Councillor James McCorkell

What is Causeway 
Coast and Glens PCSP?

YOUR PCSP MEMBERS

Policing and Community Safety 
Partnerships are statutory bodies 
established under the Justice Act 
(NI) 2011. There are 11 throughout 
Northern Ireland, one in each 
council area.
Each PCSP has a Policing  
Committee to take forward specific 
police monitoring and engagement 
functions, with the wider PCSP taking 
forward community safety related 
functions.

  What do we do? Causeway Coast 
and Glens PCSP aims to make our 
community safer for all. We do 
this by focusing on the Policing 
and community safety issues that 
matter most across the area.

  Consult and Engage – with the local 
community on issues of concern 
in relation to Community Safety & 

Policing. The Policing committee 
has a distinct responsibility to 
provide views to the relevant District 
Commander and the Policing Board 
on Policing matters.

  Identify & Prioritise – the issues 
and prepare plans of how these 
can be tackled.

  Monitor – A Policing Committee 
comprising of Elected and 
Independent members will 
monitor the performance of the 
police and work to gain the co-
operation of the public with the 
police in preventing crime.

  Deliver – A reduction in crime and 
enhanced community safety in our 
district, directly through our own 
interventions, through work of our 
delivery groups or through support 
for the work of others.

Your PCSP members

ELECTED INDEPENDENT STATUTORY PARTNERS
Cllr James McCorkell (Chair) Leanne Abernethy (Vice Chair) Education Authority

Health & Social Care Trust
Northern Ireland Fire  
and Rescue Service

Northern Ireland  
Housing Executive

Police Service  
of Northern Ireland

Probation Board 
of Northern Ireland

Youth Justice Agency

Cllr William Blair Jason Balmer

Alderman Frank Campbell Roisin Brown

Cllr Brenda Chivers Sharon Burnett

Alderman Sam Cole Rory Donaghey

Cllr Sandra Hunter Ann McNickle

Cllr William King Anthony McPeake

Cllr Gerry Mullan Ashleen Schenning

Alderman Tom McKeown Caroline White

Cllr Tony McCaul

  IN AN EMERGENCY ALWAYS CALL 999
  Non-emergency crimes can be reported by calling 101

If you want to report a crime but don’t want to be identified 
to the police, call CRIMESTOPPERS on 0800 555 111RE
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ROAD SAFETY
Winter Driving

Bogus Callers or 
“Distraction Burglary”

Celebrate a Crime Free Christmas!

Crime Prevention Officer Judith 
Lavery has provided this advice so 
you can spot the signs if a caller at 
your door is genuine or not.

  If you’re not sure who is at your 
door, don’t open it. 

  Check their ID carefully and if 
you are unsure at all use the 
Quickcheck Scheme by calling free 
on 0800 013 2290. They can check 
for you if the caller is genuine.

  Make sure your door chain is used 
when answering the door and 
keep it on until you have verified 
the official identification.

  Always make sure before you 
answer your front door that 
the back door is locked. These 
people can work in pairs, with one 
distracting you while the other 
slips in the back door unnoticed.

  Don’t keep large amounts of 
money in your house.

  Only allow the persons to come 
in once you have double checked 
that they are a genuine caller.

  If you think that you have been 
the target of a distraction 
burglary tell a friend, neighbour, 
Neighbourhood Watch  
co-ordinator and the Police.

  Always follow the LOCK, STOP 
CHAIN and CHECK procedure.

But REMEMBER that most callers who 
do come to your door are genuine. 
BUT it’s always best to check, so if you 
do not have a door chain think about 
having one - or a spy hole - fitted. If 
you were not expecting someone to 
call, a genuine caller will not mind 
waiting outside until you check either 
by using the Quickcheck scheme 
or directly with the company who 
employs them.

With Christmas and the January 
Sales, shopping takes up a lot of 
time during the winter months. 
Shoppers are often so busy thinking 
about things that need to be done 
that they can fall victim to criminals. 
Remember, remain alert and follow 
these few useful tips!

ONLINE
  Use common sense when 
shopping online – remember, if 
it sounds too good to be true, it 
probably is!

  Use secure websites. Look for 
https:// and the padlock image.

  Use secure payment such as Paypal 
or a pre-paid credit card for all 
online purchases.

  Sponsored links are not always 
reliable and can be used by 
criminals.

  Never use your bank passwords for 
any other website.

  Banks and financial institutions 
don’t send e-mails asking you to 
verify your bank details.

  Be cautious using social media 
such as Facebook – never advertise 
that your home is empty by 
showing you are somewhere else, 
your purchases or a countdown to 
your holidays.

PERSONAL & HOME SAFETY 
  Never leave any valuables on 
view in the car or at home – like 
everyone else, thieves like to 
window shop before obtaining 
their goods.

  Always cover the keypad when 
entering your cards PIN and be 
aware of who’s around you.

  Park in a busy, well-lit area you feel 

safe walking back to. Take into 
account that it gets darker much 
earlier in the winter months.

  If you will be away from home for 
a few days,   use light timers or ask 
a neighbour to turn your lights on 
and off to ensure it’s not obvious 
the house is empty.

  Lock all windows and doors – even 
if you are only away for a few 
minutes.

  Never leave your keys in the 
ignition when your vehicle is 
unattended.

Road safety Education Officer 
Constable Sydney Henry has 
provided the following tips to 
keep safe on the roads this winter.
Before you set off on your journey:

  Check your planned route is clear of 
delays and listen to weather reports.

  Make sure the mirrors are clear and 
windows are demisted fully.

  Remove all snow that might fall into 
the path of other road users.

  You MUST be able to see so clear all 
snow and ice from windows.

  You MUST ensure that lights are 
clean and number plates are clearly 
visible and legible.

Speed is a crucial factor in difficult and 
adverse weather conditions, so you 
should drive slower than in fine weather.
In winter conditions, make sure you 
maintain a safe distance behind other 
vehicles in case you have to take sudden 
evasive action. Remember, a good driver 
always takes into account the weather 
conditions and drives accordingly.

NEIGHBOURHOOD WATCH NEWSLETTER: Edition 1 – Winter 2015/16

If you are interested in starting a Neighbourhood Watch scheme in your 
area, you can find out more information by attending one of the following:

Neighbourhood Watch  
Co-ordinators Area Meeting

Tuesday 1st  
Dec 2015 at 2pm

Council Offices, Sheskburn House, 
7 Mary Street, Ballycastle

Neighbourhood Watch  
Co-ordinators Area Meeting

Wednesday 2nd  
Dec 2015 at 10.30am

Council Offices, Riada House,  
14 Charles Street, Ballymoney

Neighbourhood Watch  
Co-ordinators Area Meeting

Wednesday 2nd  
Dec 2015 at 7pm

Council Offices, Cloonavin,  
Portstewart Rd Coleraine

USEFUL CONTACT NUMBERS
NAME RANK ROLE STATION MOBILE No. EMAIL

John Magill Superintendent District Commander Coleraine 078 2539 9539 john.magill@ 
psni.pnn.police.uk

Mark McClarence Chief Inspector Chief Inspector Coleraine 078 0173 8336 mark.mcclarence 
@psni.pnn.police.uk

Catherine Magee Chief Inspector Chief Inspector Coleraine 077 6463 8371 catherine.magee2 
@psni.pnn.police.uk

Tony Boyce T/Inspector Neighbourhood 
Policing Team Ballycastle 078 0173 8598 tony.boyce 

@psni.pnn.police.uk

Donna Bowden Inspector Neighbourhood 
Policing Team Coleraine 078 0173 8181 donna.bowden 

@psni.pnn.police.uk

Peter Duncan Inspector Local Policing Team - A Coleraine/Limavady 075 5726 1921 peter.duncan 
@psni.pnn.police.uk

Ian Armour T/Inspector Local Policing Team - B Coleraine/Limavady 075 5726 1941 ian.armour 
@psni.pnn.police.uk

Colin Shaw Inspector Local Policing Team - C Coleraine/Limavady 077 9515 2784 colin.shaw 
@psni.pnn.police.uk

Michael McDonnell T/Inspector Local Policing Team - D Coleraine/Limavady 077 9599 9491 michael.mcdonnell 
@psni.pnn.police.uk

David Burns T/Inspector Local Policing Team - E Coleraine/Limavady 075 5726 1940 david.burns2 
@psni.pnn.police.uk

PSNI CONTACT DETAILS

THIS NEWSLETTER IS SUPPORTED BY THE NORTHERN IRELAND POLICING BOARD AND THE DEPARTMENT OF JUSTICE.
With thanks to PSNI, Crimestoppers and Neighbourhood Watch for providing information for this leaflet.

IN AN EMERGENCY CALL 999
PSNI non-emergency number 101

  Victim Support: 028 2563 0784
  Crimestoppers: 0800 555 111
  24 hour Domestic & Sexual 
Violence Helpline:  
0808 802 1414 

  Causeway Women’s Aid:  
028 7035 6573

  Foyle Women’s Aid:  
028 7141 6800

  Crime Prevention Officer – 
Judith Lavery: 07764638397 
or 028 7028 0915 Ext 63915 
or phone 101

CAUSEWAY COAST AND GLENS PCSP CONTACT DETAILS

HOW YOU CAN GET INVOLVED IN YOUR AREA

Contact your local or Independent PCSP Representatives to raise your 
concerns. A list of members can be accessed on the Causeway Coast and 
Glens Council website.
Contact the PCSP Staff by phone, email or call into the offices:
Limavady: Council Offices 7 Connell Street, BT49 0HA. Tel: 028 777 60304
Coleraine: Cloonavin, 66 Portstewart Rd, BT52 1EY. Tel: 028 703 47031
Ballymoney: Riada House, 14 Charles Street, BT53 6DZ. Tel: 028 276 60254
Ballycastle: Sheskburn House, 7 Mary Street, BT54 6QH. Tel: 028 207 62225  
Email: pcsp@causewaycoastandglens.gov.uk
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Onus Safe Community Training

Safe Place

In January and February 2016, there were Safe Place launch events in Ballycastle, Ballymoney, 
Coleraine and Limavady. 78 people attended with 64 organisations signing up to the Safe Place 
Domestic Violence Awareness and Signposting scheme.

Safe Employer

A total of 60 people attended Bronze Award Safe Employer sessions, with 37 organisations 
achieving a Bronze Safe Employer Award. A further 20 attendees registered at the Silver Safe 
Employer Sessions with 13 organisations achieving a Silver Safe Employer Award. A total of 85 
council staff have attended training delivered by Onus via this initiative and work is on-going to 
embed this learning into Council policy.
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Policing Committee

This committee of PCSP has the important role of 
oversight for local policing and gaining the co-
operation of the public with the police in preventing 
crime and enhancing community safety within the 
district.

Causeway Coast and Glens Policing Committee 
business is transacted on a monthly basis within 
a private meeting. This is supported by a series 
of public facing meetings across the geography, 
tackling priority themes and areas.

An important aspect this year has also been the 
facilitation of closed meetings in areas where 
confidence in policing is low.

The first year of Causeway Coast and Glens PCSP 
has seen a frank and open exchange of information 
between police and members, with statutory 
partners in attendance as business is transacted 
within the context of the full PCSP.

PSNI Area Commander and Chief Inspectors have 
responded to issues raised and provided statistical 
and supporting information as requested.

The Area Commander consulted with members 
on the development of the local policing plan for 
2016/2017.

Level of attendance and engagement by members 
is high.
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Safe Home Scheme

A project delivered across Causeway Coast and Glens Borough Council area which aims to increase 
the sense of security and safety of older, vulnerable and isolated people and supported by PCSP 
continued to deliver huge benefits in 2015/2016.

Safe Home is a multi-agency partnership project whereby police refer victims of crime and those 
who are vulnerable are referred by social workers, family members, older persons groups as well 
as self-referrals.

The Safe Home service aims to educate vulnerable, older people on how to keep their home safe 
and secure and provides a valuable opportunity to have security equipment installed based on 
need identified during the home visit.

Safe Home has beneficiary selection criteria to ensure that the service is targeted at the most 
vulnerable. The project is delivered by Be Safe Be Well across the council area. Safe Home has also 
proved to be a useful way of engaging with older, vulnerable residents across a number of issues 
such as elder abuse and fire safety.

Pictured: Be Safe Be Well Project Support Worker and Safe Home Facilitator David McNamara on a home visit
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Sports Diversionary Project

Council’s Sports Development Team were tasked with the delivery of a diversionary sport 
programme across the council area and this saw the delivery of an initiative that engaged 520 
young people in approximately 320 hours of sports diversionary interventions with the aim of 
enabling sustained participation in physical activity.

This programme was undertaken in partnership with Start 360 who delivered alcohol & drug 
awareness sessions and detached youth workers form EANI also engaged with participants.
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Pictured are pupils from Ballycastle High School who attended RADAR on Friday 15th January 2016.

Causeway Coast and Glens PCSP Visits RADAR

Causeway Coast and Glens Policing and Community Safety Partnership’s RADAR project enabled 
approximately 1,700 primary school pupils and 1,500 post-primary school pupils from across the 
council area visit the RADAR centre in Belfast.

This project fits with the PCSP strategic priorities of Early 
Intervention, Drugs and Alcohol, Anti-Social Behaviour and the 
emerging issue of E Safety and is an ideal opportunity to cover 
a multitude of themes within a single visit.

During the visits, students participated in seven specialised workshops on issues such as Road 
Safety, Fire Safety, Drugs & Alcohol, Anti-Social Behaviour, E-Safety, Diverse Communities and 
Anti-Sectarianism.

The project raised awareness of the PCSP and increased collaboration with local schools and has 
seen excellent levels of engagement by schools across the geography.

RADAR is Risk Avoidance Danger Awareness Resource. It is Northern Ireland’s first and only 
fully interactive safety and life skills education centre. RADAR enables young people to explore 
dangerous situations in a risk-free setting. It has been designed to inspire, engage and inform 
young people on how best to keep themselves safe.
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Stay Safe

This initiative saw the design of a valuable information resource covering various aspects of 
community safety such as identity fraud, anti-social behaviour, hate crime, and PSNI investigative 
processes and many more.

10,000 of these booklets were distributed in public spaces across the council area and supply was 
unable to meet demand. There have been numerous requests for a repeat of this resource.

The project made vital links with Social Services Elder Care teams and the Warmer Homes initiative 

which enabled focus on elderly and vulnerable residents.
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                     Causeway Coast and Glens PCSP Members' Aĥendance 2015 ‐ 2016

NAME

PCSP
Introduction
Evening
24.6.15 ­
NIPB 

Meet & Greet 
with Ind
Members
27.8.15
in Cloonavin

MeeሀĀng in
Private 3.9.15
in Cloonavin ‐ 

Policing
CommiĀee
Mtg
16.9.15 in
Cloonavin

MeeሀĀng in
Private
1.10.15 
in Cloonavin

Working Group
‐ Early
IntervenሀĀons
14.10.15 
Cloonavin

Working Group
‐ Reducing the
Fear of Crime
15.10.15 ‐
Ballymoney

Working Group ‐
Alcohol, Drugs &
Legal Highs ‐
16.10.15 ‐
Cloonavin

Working Group
‐ Societal Abuse
19.10.15 ‐
Cloonavin

NIPB Briefing 
Session ‐ Role
of Policing
CommiĀee
20.10.15  

Working Group
‐  ASB ‐
22.10.15 ‐
Limavady

Policing
CommiĀee
Mtg 27.10.15
in St. Patrick's
Parish Hall,
B/Money

MeeሀĀng in 
Private
5.11.15 
in Cloonavin

Working
Group ‐ 
Societal
Violence
11.11.15
Cloonavin

NIPB Training
Event ‐ 24.11.15
in Waterside
Tower

MeeሀĀng in 
Private 
3.12.15 
in Cloonavin

Leanne Abernethy 1 1 1 1 1 1 1 1 0 1 1 1 1 0 0 1
Jason Balmer 0 1 1 1 1 0 0 0 0 0 0 1 0 0 0 0
William Blair 0 0 0 0 1 0 1 1 1 0 1 1 1 1 0 1
Roisin Brown 1 1 1 0 1 1 0 0 0 0 0 1 1 0 1 1
Sharon Burneĥ 1 0 1 0 0 0 1 0 1 0 0 0 1 1 0 0
Frank Campbell 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0
Brenda Chivers 1 0 1 1 1 0 0 0 0 0 1 1 1 0 0 1
Sam Cole 0 0 1 1 1 0 1 0 0 0 0 1 0 0 0 0
Rory Donaghy 1 0 1 1 0 0 0 1 1 0 0 1 1 1 1 1
Sandra Hunter 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 1
William King 0 0 1 1 0 0 0 0 0 0 1 1 1 1 0 1
Tony McCaul (from 5.11.15) 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1
James McCorkell 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1
Tom McKeown 0 0 1 0 0 0 1 0 0 0 0 1 1 0 0 1
Ann McNickle 1 1 0 1 1 0 0 1 0 0 0 0 1 0 1 1
Anthony McPeake 0 1 1 1 1 1 0 1 0 1 0 1 0 0 1 1
Kieran Mulholland 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0
Gerry Mullan 0 0 1 0 0 1 0 0 0 0 0 1 1 0 0 1
Ashleen Schenning 1 0 1 1 1 0 0 0 0 1 0 0 1 0 0 0
Caroline White 1 0 1 1 1 1 0 0 0 0 0 1 1 1 1 0

Photo OpportuniሀĀes AĀended by Chair & Vice Chair
James McCorkell 20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  25.11.2015 Photo ‐ Fraud Seminar ‐ Coleraine Police Staĕon
Leanne Abernethy  10.12.2015 NIPB ‐ Chairs & Vice Chairs Meeĕng
James McCorkell 18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  20.1.2016 ONUS Launch ‐ Ballycastle
Leanne Abernethy  21.1.2016 ONUS Launch ‐ Ballymoney
Leanne Abernethy  24.2.2016 Launch of Drug Dealers Don't Care ‐ City Hall, Belfast
James McCorkell 26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  25.3.2016 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney

Gerry Mullan  2.3.2016 NW Meeĕng in Aghanloo Community Centre
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in Waterside
Tower

Mee ng in 
Private 
3.12.15 
in Cloonavin

PSNI Morning
Management
Mee ng ‐
Limavady
Police Stn ‐
7.12.15 

NIPB PCSP
Effec veness
Training ‐ 8.12.15
Bushtown Hotel

PCSP Ac on
Planning
Workshop
21.1.2016 in
Cloonavin

NIPB Public
Protec on
Training ‐ 26.1.16
in Waterside
Tower

ONUS Launch ‐
26.1.16  in
Cloonavin

Mee ng in
Private 4.2.16
in Cloonavin 

NIPB ‐PCSP
Presenta on
Evening ‐
23.2.16 in
Waterside
Tower

PCSP Ac on
Planning
Workshop
23.2.16  in
Cloonavin

Mee ng in
Private ‐
3.3.2016 in
Cloonavin Total

Leanne Abernethy 1 1 1 1 1 1 1 1 0 1 1 1 1 0 0 1 1 1 1 1 0 1 1 1 1 21
Jason Balmer 0 1 1 1 1 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 0 6
William Blair 0 0 0 0 1 0 1 1 1 0 1 1 1 1 0 1 0 0 1 0 0 1 0 1 1 13
Roisin Brown 1 1 1 0 1 1 0 0 0 0 0 1 1 0 1 1 0 0 1 0 0 1 0 1 0 12
Sharon Burneĥ 1 0 1 0 0 0 1 0 1 0 0 0 1 1 0 0 0 1 1 1 0 1 0 0 1 11
Frank Campbell 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0 0 0 0 0 0 0 0 0 0 1
Brenda Chivers 1 0 1 1 1 0 0 0 0 0 1 1 1 0 0 1 0 1 1 0 0 1 0 0 1 12
Sam Cole 0 0 1 1 1 0 1 0 0 0 0 1 0 0 0 0 0 1 0 0 0 0 0 1 1 8
Rory Donaghy 1 0 1 1 0 0 0 1 1 0 0 1 1 1 1 1 0 1 1 1 1 1 0 1 1 17
Sandra Hunter 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 1 0 1 0 0 0 0 0 0 0 4
William King 0 0 1 1 0 0 0 0 0 0 1 1 1 1 0 1 1 1 1 0 0 1 0 1 1 13
Tony McCaul (from 5.11.15) 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1 0 0 1 0 1 1 0 0 1 6
James McCorkell 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1 0 0 1 0 0 1 0 0 1 10
Tom McKeown 0 0 1 0 0 0 1 0 0 0 0 1 1 0 0 1 0 1 0 0 0 0 0 1 0 7
Ann McNickle 1 1 0 1 1 0 0 1 0 0 0 0 1 0 1 1 0 1 1 0 1 0 0 1 1 13
Anthony McPeake 0 1 1 1 1 1 0 1 0 1 0 1 0 0 1 1 0 0 1 0 0 1 0 0 1 13
Kieran Mulholland 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 1
Gerry Mullan 0 0 1 0 0 1 0 0 0 0 0 1 1 0 0 1 0 0 0 0 0 1 0 0 1 7
Ashleen Schenning 1 0 1 1 1 0 0 0 0 1 0 0 1 0 0 0 0 0 1 1 0 1 0 0 1 10
Caroline White 1 0 1 1 1 1 0 0 0 0 0 1 1 1 1 0 0 1 1 1 1 0 1 1 1 16

Photo Opportuni es A�ended by Chair & Vice Chair
James McCorkell 20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  25.11.2015 Photo ‐ Fraud Seminar ‐ Coleraine Police Staĕon
Leanne Abernethy  10.12.2015 NIPB ‐ Chairs & Vice Chairs Meeĕng
James McCorkell 18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  20.1.2016 ONUS Launch ‐ Ballycastle
Leanne Abernethy  21.1.2016 ONUS Launch ‐ Ballymoney
Leanne Abernethy  24.2.2016 Launch of Drug Dealers Don't Care ‐ City Hall, Belfast
James McCorkell 26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  25.3.2016 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney

Gerry Mullan  2.3.2016 NW Meeĕng in Aghanloo Community Centre
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                     Causeway Coast and Glens PCSP Members' Aĥendance 2015 ‐ 2016

NAME

PCSP
Introduction
Evening
24.6.15 ­
NIPB 

Meet & Greet 
with Ind
Members
27.8.15
in Cloonavin

MeeሀĀng in
Private 3.9.15
in Cloonavin ‐ 

Policing
CommiĀee
Mtg
16.9.15 in
Cloonavin

MeeሀĀng in
Private
1.10.15 
in Cloonavin

Working Group
‐ Early
IntervenሀĀons
14.10.15 
Cloonavin

Working Group
‐ Reducing the
Fear of Crime
15.10.15 ‐
Ballymoney

Working Group ‐
Alcohol, Drugs &
Legal Highs ‐
16.10.15 ‐
Cloonavin

Working Group
‐ Societal Abuse
19.10.15 ‐
Cloonavin

NIPB Briefing 
Session ‐ Role
of Policing
CommiĀee
20.10.15  

Working Group
‐  ASB ‐
22.10.15 ‐
Limavady

Policing
CommiĀee
Mtg 27.10.15
in St. Patrick's
Parish Hall,
B/Money

MeeሀĀng in 
Private
5.11.15 
in Cloonavin

Working
Group ‐ 
Societal
Violence
11.11.15
Cloonavin

NIPB Training
Event ‐ 24.11.15
in Waterside
Tower

MeeሀĀng in 
Private 
3.12.15 
in Cloonavin

Leanne Abernethy 1 1 1 1 1 1 1 1 0 1 1 1 1 0 0 1
Jason Balmer 0 1 1 1 1 0 0 0 0 0 0 1 0 0 0 0
William Blair 0 0 0 0 1 0 1 1 1 0 1 1 1 1 0 1
Roisin Brown 1 1 1 0 1 1 0 0 0 0 0 1 1 0 1 1
Sharon Burneĥ 1 0 1 0 0 0 1 0 1 0 0 0 1 1 0 0
Frank Campbell 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0
Brenda Chivers 1 0 1 1 1 0 0 0 0 0 1 1 1 0 0 1
Sam Cole 0 0 1 1 1 0 1 0 0 0 0 1 0 0 0 0
Rory Donaghy 1 0 1 1 0 0 0 1 1 0 0 1 1 1 1 1
Sandra Hunter 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 1
William King 0 0 1 1 0 0 0 0 0 0 1 1 1 1 0 1
Tony McCaul (from 5.11.15) 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1
James McCorkell 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1
Tom McKeown 0 0 1 0 0 0 1 0 0 0 0 1 1 0 0 1
Ann McNickle 1 1 0 1 1 0 0 1 0 0 0 0 1 0 1 1
Anthony McPeake 0 1 1 1 1 1 0 1 0 1 0 1 0 0 1 1
Kieran Mulholland 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0
Gerry Mullan 0 0 1 0 0 1 0 0 0 0 0 1 1 0 0 1
Ashleen Schenning 1 0 1 1 1 0 0 0 0 1 0 0 1 0 0 0
Caroline White 1 0 1 1 1 1 0 0 0 0 0 1 1 1 1 0

Photo OpportuniሀĀes AĀended by Chair & Vice Chair
James McCorkell 20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  25.11.2015 Photo ‐ Fraud Seminar ‐ Coleraine Police Staĕon
Leanne Abernethy  10.12.2015 NIPB ‐ Chairs & Vice Chairs Meeĕng
James McCorkell 18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  20.1.2016 ONUS Launch ‐ Ballycastle
Leanne Abernethy  21.1.2016 ONUS Launch ‐ Ballymoney
Leanne Abernethy  24.2.2016 Launch of Drug Dealers Don't Care ‐ City Hall, Belfast
James McCorkell 26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  25.3.2016 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney

Gerry Mullan  2.3.2016 NW Meeĕng in Aghanloo Community Centre
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                     Causeway Coast and Glens PCSP Members' Aĥendance 2015 ‐ 2016

NAME

PCSP
Introduction
Evening
24.6.15 ­
NIPB 

Meet & Greet 
with Ind
Members
27.8.15
in Cloonavin

MeeሀĀng in
Private 3.9.15
in Cloonavin ‐ 

Policing
CommiĀee
Mtg
16.9.15 in
Cloonavin

MeeሀĀng in
Private
1.10.15 
in Cloonavin

Working Group
‐ Early
IntervenሀĀons
14.10.15 
Cloonavin

Working Group
‐ Reducing the
Fear of Crime
15.10.15 ‐
Ballymoney

Working Group ‐
Alcohol, Drugs &
Legal Highs ‐
16.10.15 ‐
Cloonavin

Working Group
‐ Societal Abuse
19.10.15 ‐
Cloonavin

NIPB Briefing 
Session ‐ Role
of Policing
CommiĀee
20.10.15  

Working Group
‐  ASB ‐
22.10.15 ‐
Limavady

Policing
CommiĀee
Mtg 27.10.15
in St. Patrick's
Parish Hall,
B/Money

MeeሀĀng in 
Private
5.11.15 
in Cloonavin

Working
Group ‐ 
Societal
Violence
11.11.15
Cloonavin

NIPB Training
Event ‐ 24.11.15
in Waterside
Tower

MeeሀĀng in 
Private 
3.12.15 
in Cloonavin

Leanne Abernethy 1 1 1 1 1 1 1 1 0 1 1 1 1 0 0 1
Jason Balmer 0 1 1 1 1 0 0 0 0 0 0 1 0 0 0 0
William Blair 0 0 0 0 1 0 1 1 1 0 1 1 1 1 0 1
Roisin Brown 1 1 1 0 1 1 0 0 0 0 0 1 1 0 1 1
Sharon Burneĥ 1 0 1 0 0 0 1 0 1 0 0 0 1 1 0 0
Frank Campbell 0 0 0 0 0 0 0 0 0 0 0 1 0 0 0 0
Brenda Chivers 1 0 1 1 1 0 0 0 0 0 1 1 1 0 0 1
Sam Cole 0 0 1 1 1 0 1 0 0 0 0 1 0 0 0 0
Rory Donaghy 1 0 1 1 0 0 0 1 1 0 0 1 1 1 1 1
Sandra Hunter 0 0 1 0 0 0 0 0 0 0 0 0 1 0 0 1
William King 0 0 1 1 0 0 0 0 0 0 1 1 1 1 0 1
Tony McCaul (from 5.11.15) 0 0 0 0 0 0 0 0 0 0 0 0 1 0 0 1
James McCorkell 0 1 1 1 1 0 0 0 0 0 0 1 1 0 0 1
Tom McKeown 0 0 1 0 0 0 1 0 0 0 0 1 1 0 0 1
Ann McNickle 1 1 0 1 1 0 0 1 0 0 0 0 1 0 1 1
Anthony McPeake 0 1 1 1 1 1 0 1 0 1 0 1 0 0 1 1
Kieran Mulholland 1 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0
Gerry Mullan 0 0 1 0 0 1 0 0 0 0 0 1 1 0 0 1
Ashleen Schenning 1 0 1 1 1 0 0 0 0 1 0 0 1 0 0 0
Caroline White 1 0 1 1 1 1 0 0 0 0 0 1 1 1 1 0

Photo OpportuniሀĀes AĀended by Chair & Vice Chair
James McCorkell 20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  20.11.2015 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney
Leanne Abernethy  25.11.2015 Photo ‐ Fraud Seminar ‐ Coleraine Police Staĕon
Leanne Abernethy  10.12.2015 NIPB ‐ Chairs & Vice Chairs Meeĕng
James McCorkell 18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  18.1.2016 ONUS Launch ‐ Cloonavin
Leanne Abernethy  20.1.2016 ONUS Launch ‐ Ballycastle
Leanne Abernethy  21.1.2016 ONUS Launch ‐ Ballymoney
Leanne Abernethy  24.2.2016 Launch of Drug Dealers Don't Care ‐ City Hall, Belfast
James McCorkell 26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  26.2.2016 Local Recogniĕon Award Ceremony, Coleraine Police Staĕon
Leanne Abernethy  25.3.2016 Meeĕng with Glebeside Community Associaĕon in Joey Dunlop Centre, Ballymoney

Gerry Mullan  2.3.2016 NW Meeĕng in Aghanloo Community Centre
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                     Causeway Coast and Glens Statutory PCSP Members' A태endance 2015 ‐ 2016

NAME

Mee鋙ng in
Private 3.9.15
in Cloonavin ‐ 

Policing
Commi태ee
Mtg
16.9.15
in Cloonavin

Mee鋙ng in
Private
1.10.15 
in Cloonavin

Working Group
‐ Early
Interven鋙ons
14.10.15 
Cloonavin

Working Group
‐ Reducing the
Fear of Crime
15.10.15 ‐
Ballymoney

Working Group ‐
Alcohol, Drugs &
Legal Highs ‐
16.10.15 ‐
Cloonavin

Working Group
‐ Societal Abuse
19.10.15 ‐
Cloonavin

Working Group
‐  ASB ‐
22.10.15 ‐
Limavady

Policing
Commi태ee Mtg
27.10.15 in St.
Patrick's Parish
Hall, B/Money

Mee鋙ng in 
Private
5.11.15 
in Cloonavin

Working
Group ‐ 
Societal
Violence
11.11.15 in
Cloonavin

Mee鋙ng in 
Private 
3.12.15 
in Cloonavin

NIPB PCSP
Effec鋙veness
Training ‐ 8.12.15
Bushtown Hotel

PCSP Ac鋙on
Planning
Workshop
21.1.2016 in
Cloonavin

Mee鋙ng in
Private 4.2.16
in Cloonavin 

PCSP Ac鋙on
Planning
Workshop
23.2.16 in
Cloonavin

Mee鋙ng in
Private ‐
3.3.2016 in
Cloonavin Total

EANI 1 n/a 0 0 0 0 0 0 n/a 0 0 0 0 0 0 0 1 2
Housing Execu鋙ve 1 n/a 1 0 0 0 0 0 n/a 1 0 1 0 0 1 0 1 6
NH&SCT 0 n/a 1 1 0 1 0 0 n/a 0 0 1 1 0 0 0 1 6
NIF&RS 1 n/a 1 0 0 0 0 1 n/a 1 0 1 0 0 1 0 1 7
PBNI 1 n/a 0 1 0 0 0 0 n/a 1 0 1 0 1 1 0 0 6
PSNI 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 17
WH&SCT 0 n/a 0 0 0 0 0 0 n/a 0 0 0 0 0 0 0 0 0
YJA 1 n/a 1 0 0 0 0 0 n/a 1 0 1 1 1 1 0 1 8

MEMBERS’ ATTENDANCE
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ALL CRIME CLASSIFICATION

FYTD / PFYTD Comparison - 1 Apr 2015 to  1 Apr 2016

Causeway Coast & Glens Borough Council Areas

% Point 
Change

    5867 	      5576 	       -291 	         -5.0%         1292         1438        22.0%       25.8%        3.8%

    2369	       2313	        -56           -2.4%          665             747          28.1%        32.3%      4.2%              

        3	          1	          -2	         -66.7%	 1	 1             33.3%	 100.0%	 66.7%

    1023	      1023	           0	           0.0%           321           352          31.4%	 34.4%	 3.0%

    1343	      1289	         -54	          -4.0%          343            394         25.5%	 30.6%	 5.0%

     194	        208	          14	           7.2%           36               33           18.6%	 15.9%	 -2.7%

       57	         48	          -9	        -15.8%	 5	 5	 8.8%	 10.4%	 1.6%

      137	        160	          23	         16.8%	 31	 28	 22.6%	 17.5%	 -5.1%

       32	         34	            2             6.3%	 8	 11	 25.0%	 32.4%	 7.4%

       20	          22	            2	         10.0%	 2	 8	 10.0%	 36.4%	 26.4%

       12	         12	            0	          0.0%	 6	 3	 50.0%	 25.0%	 -25.0%

       504	        472	         -32	         -6.3%	 43	 37	 8.5%	 7.8%	 -0.7%

      287	        254	         -33	       -11.5%	 22	 21	 7.7%	 8.3%	 0.6%

      217	        218	           1	          0.5%	 21	 16	 9.7%	 7.3%	 -2.3%

       25	        18	          -7	        -28.0%	 1	 0	 4.0%	 0.0%	 -4.0%

     275	        197           -78	        -28.4%	 58	 42	 21.1%	 21.3%	 0.2%

       52	         25	          -27	        -51.9%	 2	 2	 3.8%	 8.0%	 4.2%

      254	        274	           20	          7.9%               186	 214	 73.2%	 78.1%	 4.9%

       842	        687	        -155	       -18.4%	 84	 91	 10.0%	 13.2%	 3.3%

    1320	      1348	          28	         2.1%	 209	 261	 15.8%	 19.4%	 3.5%

       667	        725	          58	          8.7%	 491	 525	 73.6%	 72.4%	 -1.2%

      398	       392	          -6	         -1.5%	 335	 345	 84.2%	 88.0%	 3.8%

       73	        76	            3             4.1%	 59	 70	 80.8%	 92.1%	 11.3%

     325	       316	          -9	         -2.8%	 276	 275	 84.9%	 87.0%	 2.1%

       46	        74	           28	         60.9%	 21	 43	 45.7%	 58.1%	 12.5%

       63	        70	            7	          11.1%	 39	 35	 61.9%	 50.0%	 -11.9%

     160	       189	         29	          18.1%	 96	 102	 60.0%	 54.0%	 -6.0%

        0	         0	           0	           0.0%	 0	 0	 0.0%	 0.0%	 0.0%

    6534	     6301	        -233           -3.6%	 NA	 NA	 NA	 NA	 NA

     NA	        NA	          NA	            NA            1783	 1963	 27.3%	 31.2%	 3.9%

PFYTD FYTD Change % Change Outcomes: 
PFYTD

Outcomes: 
FYTD

Outcomes 
(rate, %) 
PFYTD

Outcomes 
(rate, %) 

FYTD

VICTIM-BASED CRIME		

VIOLENCE AGAINST THE PERSON	

Homicide			 

Violence with injury		

Violence without injury		

SEXUAL OFFENCES		

Rape			 

Other sexual offences		

ROBBERY			 

Robbery of personal property	

Robbery of business property	

Burglary			

- Domestic burglary		

- Non-domestic burglary		

Theft from the person		

Vehicle offences			 

Bicycle theft			 

Shoplifting			 

All other theft offences		

CRIMINAL DAMAGE		

OTHER CRIMES AGAINST SOCIETY	

DRUG OFFENCES			

Trafficking of drugs		

Possession of drugs		

POSSESSION OF WEAPONS OFFENCES

PUBLIC ORDER OFFENCES		

MISCELLANEOUS CRIMES AGAINST SOCIETY

(Not in Reference tables)			 

TOTAL RECORDED CRIME - ALL OFFENCES 
(INCL UNDERCOUNT)			 

TOTAL OUTCOMES - ALL OFFENCES	
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CAUSEWAY COAST & GLENS PCSP FINANCIAL STATEMENTS 1 April 2015 to 31 March 2016

Budget Category  Budget agreed    
     Apr 15­Mar 16 

 Changes to
budget less
than 20% 

 Revised budget
Apr 15 ­ Mar 16 

 Actual
Expenditure

2015/16
Expenditure

Accrued
Total

Expenditure
to date

Q1 Payment
Apr ­ Jun

Q2
Payment
Jul ­ Sep

Q3 Payment
Oct ­ Dec

Q4 Payment
Jan ­ Mar

Total
Payments to

date
 £  £ £ £ £ £ £ £ £

Salaries                   12,836                      ­                      12,836  12,836.00  0.00  12,836.00  3,209.00  3,209.00  3,210.00  3,208.00  12,836.00 

Running Costs

Staff Mileage                   11,000  ­               100                    10,900  8,936.84  0.00  8,936.84  2,603.69  2,642.16  2,229.05  1,461.94  8,936.84 
Members Mileage                     5,000                      ­                        5,000  4,024.89  108.03  4,132.92  0.00  509.93  1,436.24  2,186.75  4,132.92 
Printing                        200                      ­                           200  176.97  0.00  176.97  176.97  0.00  0.00  0.00  176.97 
Photocopier                        300                      ­                           300  156.91  0.00  156.91  60.12  11.14  85.65  0.00  156.91 
Telephone/Fax                        500                   100                         600  789.35  0.00  789.35  227.33  89.20  263.95  19.52  600.00 
Postage                        300                      ­                           300  309.15  0.00  309.15  8.50  0.00  10.24  290.41  309.15 
Stationery                        500                      ­                           500  201.53  0.00  201.53  0.00  0.00  0.00  201.53  201.53 
Insurance                     4,000                      ­                        4,000  4,000.00  0.00  4,000.00  0.00  0.00  0.00  4,000.00  4,000.00 

Sub­total running costs                   21,800                      ­                      21,800       18,595.64             108.03       18,703.67        3,076.61      3,252.43      4,025.13        8,160.15       18,514.32 

Total Administration                   34,636                      ­                      34,636  31,431.64  108.03  31,539.67  6,285.61  6,461.43  7,235.13  11,368.15  31,350.32 

OPERATIONAL 

Activity / Name of project

Action 1: Governance                     1,000                      ­                        1,000  1,000.00  0.00  1,000.00  0.00  0.00  320.00  680.00  1,000.00 

Anti­Social Behaviour Programme                    19,049                      ­                      19,049  19,049.00  0.00  19,049.00  0.00  0.00  73.10  18,975.90  19,049.00 
Midnight Soccer programme                     2,500                      ­                        2,500  1,386.41  0.00  1,386.41  0.00  0.00  0.00  1,386.41  1,386.41 
Road Safety Programme                   20,000                      ­                      20,000  20,000.00  0.00  20,000.00  0.00  0.00  0.00  20,000.00  20,000.00 
Salary apportionment                     7,419                      ­                        7,419  7,419.00  0.00  7,419.00  1,854.84  1,854.84  1,854.84  1,854.48  7,419.00 

Crime Enablers Programme                   19,049                      ­                      19,049  19,049.00  0.00  19,049.00  0.00  0.00  0.00  19,049.00  19,049.00 
Drug Dealers Don’t Care                   10,000                      ­                      10,000  10,000.00  0.00  10,000.00  0.00  0.00  0.00  10,000.00  10,000.00 
Salary apportionment                     7,419                      ­                        7,419  7,419.00  0.00  7,419.00  1,854.84  1,854.84  1,854.84  1,854.48  7,419.00 

                           ­                        ­                               ­    0.00  0.00  0.00  0.00  0.00  0.00  0.00  0.00 
Societal Violence Programme                   19,049                      ­                      19,049  19,188.00  0.00  19,188.00  139.00  0.00  0.00  19,049.00  19,188.00 
Onus Programme                     5,000                      ­                        5,000  5,000.00  0.00  5,000.00  0.00  0.00  0.00  5,000.00  5,000.00 
Salary apportionment                     7,419                      ­                        7,419  7,419.00  0.00  7,419.00  1,854.84  1,854.84  1,854.84  1,854.48  7,419.00 

Early Intervention Programme                   19,049                      ­                      19,049  19,049.00  0.00  19,049.00  0.00  0.00  5,726.00  13,323.00  19,049.00 
Salary apportionment                     7,419                      ­                        7,419  7,419.00  0.00  7,419.00  1,854.84  1,854.84  1,854.84  1,854.48  7,419.00 16/05/2016 Causeway Coast and Glens PCSP Financial Statement and Payment sheet 11 05 16.XLSX
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Fear of Crime Programme                   19,049                      ­                      19,049  19,049.00  0.00  19,049.00  0.00  0.00  1,760.00  17,289.00  19,049.00 
Stay Safe Programme                   12,000                      ­                      12,000  12,000.00  0.00  12,000.00  0.00  0.00  0.00  12,000.00  12,000.00 
VIP/Safe Home Scheme Security Equipmemt                   29,000                      ­                      29,000  29,000.00  0.00  29,000.00  0.00  0.00  0.00  29,000.00  29,000.00 
Seasonal Campaign                   10,000                      ­                      10,000  10,001.00  0.00  10,001.00  0.00  0.00  0.00  10,001.00  10,001.00 
Salary apportionment                     7,419                      ­                        7,419  7,419.00  0.00  7,419.00  1,854.84  1,854.84  1,854.84  1,854.48  7,419.00 

Partnership Consultation Programme                     1,000                      ­                        1,000  1,000.00  0.00  1,000.00  0.00  0.00  0.00  1,000.00  1,000.00 
Partnership Engagement Programme                     1,000                      ­                        1,000  990.00  0.00  990.00  0.00  0.00  662.00  328.00  990.00 
Promotional Campaigns                     3,200                      ­                        3,200  3,336.50  0.00  3,336.50  0.00  0.00  847.00  2,489.50  3,336.50 
Branded Merchandise                   20,000                      ­                      20,000  20,000.00  0.00  20,000.00  0.00  0.00  0.00  20,000.00  20,000.00 

TOTAL OPERATIONAL                 247,044                      ­                    247,044     246,192.91                      ­       246,192.91  #       9,413.20      9,274.20    18,662.30    208,843.21     246,192.91 

TOTAL ADMIN & OPERATIONAL                  281,680                      ­                    281,680     277,624.55             108.03     277,732.58     15,698.81   15,735.63    25,897.43    220,211.36     277,543.23 

Meeting Expenses                   17,700                      ­                      17,700  11,940.00  300.00  12,240.00  0.00  1,200.00  4,740.00  6,300.00  12,240.00 

PCSP Capacity Building 808.50  0.00  808.50  0.00  0.00  0.00  808.50  808.50 

OVERALL TOTAL                  299,380                      ­                    299,380     290,373.05             408.03     290,781.08     15,698.81   16,935.63    30,637.43    227,319.86     290,591.73 
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CONTACT US

 
Contact Us:

Causeway Coast and Glens PCSP

Council Offices
7 Connell Street
Limavady
BT49 0HA

Tel: 028 777 60304

Email: pcsp@causewaycoastandglens.gov.uk

Ballycastle: 
Sheskburn House, 
7 Mary Street, 
BT54 6QH

Tel: 028 2076 2225

Ballymoney: 
Riada House, 
14 Charles Street, 
BT53 6DZ

Tel: 028 2766 0254

Coleraine: 
Cloonavin, 
66 Portstewart Road, 
BT52 1EY

Tel: 028 7034 7031

www.causewaycoastandglens.gov.uk

making Causeway Coast & Glens safer


